
 
PALO ALTO NETWORK SERVICES  

Aurora’s professional services team have experience managing, 
configuring, administering, and supporting various Palo Alto Network 
platforms. Our service capabilities include but are not limited to 
network security and security automation:  

Network Security 
 
Capabilities include Next Generation Firewall, VM-Series, 
and Panorama solutions  
 

• Experience managing, configuring, and administering 
various PAN OS devices for enterprise environments 

• PAN versions administered 8.1 through 10 hardware 
versions administered PAN 200, 800, 3200, and 5000 
series 

• Cybersecurity solutions provided: URL filtering, 
security policies, wildfire, sandboxing, anti-virus, rule 
clean-up, threat prevention and troubleshooting  

• Experience troubleshooting day to day operations, 
migrations, upgrades, and configurations  

• Enforce security policies  
 

Security Automation 
 
Experience managing, configuring, and administering Palo 
Alto Cortex XDR 
 

• Monitor network traffic and endpoint threats using 
the XDR solution 

• Integrate Palo Alto Cortex XDR with clients existing 
environment 

• Enforce security policies 
• Leverage EDR capabilities to provide extended 

detection and response  
 

Aurora Facts: 
 
Partner Level: Innovator 
 
Geography Covered: National 
 
30+ Years in Business 
 
Customer Segments: 

• Enterprise 
• SLED 
• Federal 

Key Business Cases: 
 
Improve incident response times 
 
Technology prevents advanced cyber 
threats, fileless attacks, exploits, and 
ransomware 
 
Simplifies SOC operations 
 
Detects advanced cyberthreats 
 
Enforces security policies  
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